Consent to Processing and Extraterritorial Transfer of Personal Data under GDPR (EU General Data Protection Regulation)

For the purposes listed in Article 1 of this consent form, the National University Corporation University of Tsukuba (hereinafter referred to as “the Corporation”) would like you to provide your personal data required for the completion of application documents for Visiting Foreign Research Fellow.

Recognizing the seriousness of data security, personal data provided by persons located in the countries that make up the European Economic Area or in the United Kingdom of Great Britain and Northern Ireland (hereinafter referred to as “the EEA, etc.”) will be appropriately processed in compliance with the EU General Data Protection Regulation No. 2016/679, in addition to the relevant laws and regulations of Japan and the rules and regulations of the Corporation.

Additionally, the personal information that you provide will be transferred to the Corporation, which is located outside the territory of the EEA, etc.

Please sign and submit this form if you consent to the processing and extraterritorial transfer. With or without consent given through the submission of this form, however, the processing and extraterritorial transfer of personal data shall be deemed lawful when it is conducted in accordance with the lawfulness of processing defined in Article 6, Paragraph 1 (b) of the GDPR and the lawfulness of extraterritorial transfer in Article 49, Paragraph 1 (b), as stated in Article 5 of this consent form.

1 Purpose of Use of Personal Data

The Corporation shall use the personal data you provide for the following purposes:

(1) Application and other procedures for Visiting Foreign Research Fellow acceptance

(2) Reporting to the Corporation, and Publication ofacademic papers, etc.

2 Control of Personal Data

The Corporation shall appropriately manage collected personal data, retain them for a period specified in its rules and regulations, and apply measures necessary to prevent leakage, loss, and damage of the data.

3 Provision of Personal Data to Third Parties

To execute the tasks listed in the Article 1 above, the Corporation may share collected personal data within itself and/or provide/share them to/with the following third parties:

(1) Public agencies such as government agencies and courts

(2) Private businesses essential for the completion of procedures

4 Rights of the Data Subject

Data subjects have the rights listed below. Please notify the contact listed at the bottom of this form first if you wish to exercise any of these rights.

(1) To access personal data concerning the data subject and information regarding the processing of personal data

(2) To request rectification or erasure of personal data concerning the data subject

(3) To request and obtain from the controller restriction of processing concerning the data subject

(4) To data portability

(5) To object to the processing of personal data concerning the data subject

(6) Not to be subject to a decision based solely on automated processing, including profiling, which produces legal effects concerning the data subject or similarly significantly affects him/her.

(7) To withdraw his/her consent without being subject to any disadvantages (however, this shall not affect the lawfulness of any processing based on the consent given before the withdrawal)

(8) To lodge a complaint with a supervisory authority established by an EEA, etc. state for the purpose of monitoring the application of GDPR

5. Supplemental Information: Bases for the Lawfulness of the Processing and Extraterritorial Transfer of Personal Data

(1) With or without consent given through the submission of this form, the processing shall be deemed lawful when it “is necessary for the performance of a contract to which the data subject is party or in order to take steps at the request of the data subject prior to entering into a contract” (GDPR Article 6, Paragraph 1 (b)).

(2) With or without consent given through the submission of this form, the extraterritorial transfer shall be deemed lawful when it “is necessary for the performance of a contract between the data subject and the controller or the implementation of pre-contractual measures taken at the request of the data subject’s request” (GDPR Article 49, Paragraph 1 (b)).

6. Contact Information

Division of Research System Development

Department of Research Promotion

National University Corporation University of Tsukuba

E-mail: kenkyu-gaisan@un.tsukuba.ac.jp

--------------------------------------------------------------------------------

I hereby consent to the terms and conditions specified in this consent form.

Date: 20　 /　 　/　　 　（YYYY/MM/DD）

Signature: